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AWS Cloud Connectivity encompasses various services and features that enable network
connections between different components within the Amazon Web Services (AWS) cloud, as well as
connectivity between the AWS cloud and on-premises data centers. Here are key aspects of AWS
Cloud Connectivity:

Amazon Virtual Private Cloud (VPC):1.

Description: VPC is a logically isolated section of the AWS Cloud where you can launch
AWS resources. It allows you to define your own virtual network, including IP address
ranges, subnets, and routing tables.
Connectivity: VPC provides the foundation for organizing and connecting your AWS
resources securely.

Amazon Direct Connect:2.

Description: AWS Direct Connect provides dedicated network connections from your
on-premises data centers to AWS. It bypasses the public internet, offering more reliable
and consistent performance.
Connectivity Use Cases:

Establishing private and dedicated connections for data center access to AWS.

Virtual Private Network (VPN):3.

Description: AWS VPN allows you to establish a secure and private connection between
your on-premises network and your VPC over the internet.
Connectivity Use Cases:

Extending on-premises networks into the AWS Cloud securely.

AWS Direct Connect Gateway:4.

Description: Direct Connect Gateway allows you to connect multiple VPCs to your on-
premises data centers using a single Direct Connect connection.
Connectivity Use Cases:

Simplifying network connectivity when dealing with multiple VPCs.

AWS Transit Gateway:5.

Description: Transit Gateway is a service that enables you to connect multiple VPCs,
VPNs, and on-premises networks in a hub-and-spoke model.
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Connectivity Use Cases:
Streamlining network architecture for enterprises with multiple VPCs and on-
premises locations.

AWS VPN CloudHub:6.

Description: VPN CloudHub allows you to create a hub-and-spoke network topology
with multiple VPN connections to a single VPC.
Connectivity Use Cases:

Simplifying VPN connectivity for multiple remote branch offices.

AWS Site-to-Site VPN:7.

Description: Site-to-Site VPN connects your on-premises network to your AWS VPC
over the internet.
Connectivity Use Cases:

Extending on-premises networks securely to the AWS Cloud.

AWS PrivateLink:8.

Description: AWS PrivateLink enables private connectivity between VPCs, AWS
services, and on-premises applications without traversing the public internet.
Connectivity Use Cases:

Accessing AWS services securely without public internet exposure.

AWS Global Accelerator:9.

Description: AWS Global Accelerator is a service that uses static IP addresses to route
traffic over the AWS global network to optimal AWS endpoints.
Connectivity Use Cases:

Improving availability and performance of applications with a global user base.

Amazon Route 53:10.

Description: Route 53 is a scalable and highly available Domain Name System (DNS)
web service provided by AWS.
Connectivity Use Cases:

Domain registration, DNS routing, and health checks for applications.

Elastic Load Balancer (ELB):11.

Description: ELB distributes incoming application traffic across multiple targets, such
as EC2 instances, in multiple Availability Zones.
Connectivity Use Cases:

Improving availability and fault tolerance of applications.

Elastic Network Interfaces (ENIs) and Elastic IP Addresses (EIPs):12.

Description: ENIs and EIPs allow you to attach network interfaces and static IP
addresses to instances in a VPC.
Connectivity Use Cases:

Providing consistent IP addresses for instances and network flexibility.

ARYA
TECHNO



AWS Private DNS:13.

Description: Private DNS allows you to configure DNS names for resources in your VPC
without exposing them to the public internet.
Connectivity Use Cases:

Internal naming and resolution for resources within a VPC.

AWS Network Firewall:14.

Description: AWS Network Firewall is a managed firewall service that helps protect
applications in your VPC.
Connectivity Use Cases:

Filtering and inspecting network traffic for enhanced security.

AWS Client VPN:15.

Description: AWS Client VPN enables secure access to your AWS resources and
applications from remote clients.
Connectivity Use Cases:

Securely connecting remote users to the AWS VPC.
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